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NOTICE OF LICENSED SOFTWARE

HONEYWELL END USER LICENSE AGREEMENT

This End User License Agreement (“Agreement”) is a legal contract between Honeywell Inter-
national Inc., acting through its Honeywell Process Solutions business, having an office at
1860 West Rose Garden Lane, Phoenix, AZ 85027-5139 (“Honeywell”), and Licensee. The
right to use the Licensed Software is granted only on the condition that Licensee agrees to the
following terms. IF LICENSEE DOES NOT AGREE TO THE TERMS OF THIS AGREEMENT,
THEN HONEYWELL AND ITS LICENSORS ARE UNWILLING TO LICENSE THE LICENSED
SOFTWARE TO LICENSEE, IN WHICH CASE LICENSEE MAY RETURN THE PACKAGE
WITHIN THIRTY (30) DAYS AFTER SHIPMENT TO THE ENTITY FROM WHICH THE
LICENSE WAS PURCHASED, AND THE AMOUNT LICENSEE PAID FOR THE LICENSED
SOFTWARE WILL BE REFUNDED.

1. DEFINITIONS.
1.1"Authorized User” means an individual Licensee employee or independent contractor
authorized by Licensee to access and use the Software provided
by Honeywell, subject to the terms of this Agreement.
1.2"Confidential Information” means: (i) the Licensed Software; (ii) the technology, ideas,
know how, documentation, processes, algorithms and trade secrets embodied in the
Licensed Software; (iii) any software keys related to the Software; and (iv) any other infor-
mation, whether disclosed orally or in written or magnetic media, that is identified (if oral) or
marked (if written) as “confidential,” “proprietary” or with a similar designation at the time of
such disclosure. Confidential Information shall not include any information that is: (a) pub-
lished or otherwise available to the public other than by breach of this Agreement by Licen-
see; (b) rightfully received by Licensee from a third party without confidential limitations; (c)
independently developed by Licensee as evidenced by appropriate records; or (d) known to
Licensee prior to its first receipt of same from Honeywell as evidenced by appropriate
records. If any Confidential Information must be disclosed to any third party by reason of
legal, accounting or regulatory requirements beyond the reasonable control of Licensee,
Licensee shall promptly notify Honeywell of the order or request and permit Honeywell (at
its own expense) to seek an appropriate protective order.
1.3 “Documentation” shall mean Honeywell published user documentation for the
Licensed Software, which may be in the form of user manuals and/or other related docu-
mentation, in written or electronic object code form.
1.4 “Intellectual Property Rights” means all copyrights, trademarks, trade secrets, pat-
ents, mask works and other intellectual property rights recognized in any jurisdiction world-
wide, including all applications and registrations with respect thereto.
1.5"Licensee” means the entity that purchased the license to the Licensed Software solely
for use of the Licensed Software at the Licensed Site.
1.6“Licensed Processor” means a Honeywell-approved processor (which may be a con-
trol system or product, a computer, or a specific number of computing devices in a network
environment), which processor is owned, leased, or otherwise controlled by Licensee and
on which Licensee is authorized to install and use the Software pursuant to the terms and
conditions of this Agreement.
1.7 “Licensed Site” means the specific address of Licensee’s facility where the Licensed
Processor is located, as specified in Licensee’s Purchase Order.
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1.8 “Licensed Software” means the Object Code of the Software identified in Licensee’s
Purchase Order and/or for which Licensee has purchased a license under this Agreement,
including all updates, revisions, modifications, or changes thereto to the extent licensed by
Licensee under this Agreement, and all full or partial copies thereof.

1.9 “Licensed Use” means use of the Object Code form only of Licensed Software by the
Authorized Users.

1.10 “Object Code” means computer programming code in a form not readily perceiva-
ble by humans and suitable for machine execution without the intervening steps of interpre-
tation or compilation.

1.11 “Purchase Order” means an order form submitted by Licensee to obtain rights to
use Licensed Software under this Agreement.

1.12 Software” means computer programming code, in Object Code and/or Source
Code, and Documentation, in written or electronic form, including updates (if any), and all
modifications thereto and full or partial copies thereof. For the avoidance of doubt, Software
may include Licensed Software and Unlicensed Software.

1.13 “Source Code” means computer programming code in human readable form that is
not suitable for machine execution without the intervening steps of interpretation or compila-
tion.

1.14 “Unlicensed Software” means Software that may be included on electronic storage
media containing the Licensed Software provided by Honeywell that Licensee is not author-
ized to access or use under this Agreement.

2. LICENSE GRANT. Subject to Licensee’s compliance with the terms and conditions of this
Agreement and payment of any applicable fees, Honeywell hereby grants to Licensee and
Licensee accepts a restricted, personal, non-transferable, non-exclusive, internal-use only
license, without the right to sublicense, to: (i) use Licensed Software, solely for Licensee’s
internal purposes in accordance with the Licensed Use, on Licensed Processor(s), at the
Licensed Site; and (i) make up to two (2) copies (or the number of copies allowed under
applicable law) of the Licensed Software in non-printed, machine-readable form, to be used
solely for archival or backup purposes (“Archival Copies”). Licensee shall include all copyright
and trade secret notices and serial numbers on the Archival Copies, which shall be owned
solely by Honeywell or its third-party suppliers.

3. RESTRICTIONS.

3.1 General. Except as expressly permitted by this Agreement, Licensee may not: (i)
modify the Licensed Software; (ii) translate, reverse engineer, decompile, disassemble
(except to the extent applicable laws specifically prohibit such restriction) or attempt to
derive the Source Code of Software provided to Licensee in Object Code, or create deriva-
tive works of the Licensed Software or let any third party do any of the foregoing; (iii) repro-
duce the Licensed Software other than as specified above; (iv) sublicense, rent, lease, loan,
timeshare, sell, distribute, disclose, publish, assign or transfer any rights, grant a security
interest in, transfer possession of the Licensed Software or electronically transfer the
Licensed Software from one computer to another over a network other than Licensee’s inter-
nal network as permitted under this Agreement; or (v) alter or remove any of Honeywell or
its licensors’ copyright or proprietary rights notices or legends appearing on or in the
Licensed Software. Licensee shall reproduce such notices on any copies of the Licensed
Software Licensee is permitted to make. Licensee is responsible for informing all Authorized
Users of the restrictions set forth in this Agreement with respect to use of the Licensed Soft-
ware.
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3.2 Keys and Access. Honeywell agrees to provide to Licensee any Software keys
necessary to permit Licensee to gain access to the Licensed Software contained on the
media shipped to Licensee. Notwithstanding anything to the contrary in this Agreement,
Licensee hereby acknowledges that Licensee shall have no right or license to any Unli-
censed Software, that any Unlicensed Software is included therein solely as a matter of
administrative convenience, and Licensee further agrees not to attempt to gain access to, or
permit any third party to attempt to gain access to, such Unlicensed Software. Licensee shall
not disclose the Software keys to any third party. Licensee shall not circumvent, or attempt to
circumvent, any license management, security devices, access logs, or other measures pro-
vided in connection with the Licensed Software, or permit or assist any Authorized User or
any third party to do the same.

3.3 Third Party Software. The Licensed Software may contain or be derived from
materials of third party licensors. Such third party materials may be subject to restrictions in
addition to those listed in this Section 3.0, which restrictions, if any, are included in the docu-
ments accompanying such third party software.

4. OWNERSHIP. Honeywell and its licensors shall retain exclusive ownership of all worldwide
Intellectual Property Rights in and to the Licensed Software. Licensee hereby assigns to Hon-
eywell any such rights Licensee may have or obtain in and to the foregoing. All rights in and to
the Licensed Software not expressly granted to Licensee in this Agreement are expressly
reserved for Honeywell and its licensors.

5. CONFIDENTIAL INFORMATION. Licensee shall not use or disclose any Confidential Infor-
mation, except as expressly authorized by this Agreement, and shall protect all such Confi-
dential Information using the same degree of care which Licensee uses with respect to its
own proprietary information, but in no event with safeguards less than a reasonably prudent
business would exercise under similar circumstances. Licensee shall take prompt and appro-
priate action to prevent unauthorized use or disclosure of the Confidential Information.

6. TERM AND TERMINATION. This Agreement shall continue for so long as Licensee uses the
Licensed Software, provided that this Agreement will immediately terminate upon Licensee’s
entry into bankruptcy, receivership, insolvency or dissolution proceedings; or upon Licensee’s
breach of this Agreement, unless Licensee cures such breach within ten (10) days after Hon-
eywell provides written notice of such breach. Upon termination, Licensee agrees: (i) not to
use the Licensed Software for any purpose whatsoever; (ii) to return or destroy the Licensed
Software and any copy then in Licensee’s possession, at the direction of Honeywell; and (iii)
to certify to Honeywell that such destruction has taken place. Upon termination Honeywell may
repossess all copies of the Licensed Software then in Licensee’s possession or control.
These remedies shall be cumulative and in addition to any other remedies available to Honey-
well. The following Sections shall survive any termination of this Agreement: Sections 1, 3.1,
3.3,4,5,6,8,9.2, 10, 11, and 12.

7. SUPPORT. The Software license fees do not include support, installation or training. Support,
installation and training services, to the extent offered by Honeywell, may be separately pur-
chased at Honeywell then-current rates.
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8. LICENSEE OBLIGATIONS.

8.1 Records. Licensee shall maintain complete, current and accurate records docu-
menting the location of the Licensed Software (in all forms) in Licensee’s possession.

8.2  Compliance Verification. To ensure compliance with the terms of this Agreement,
Honeywell or its designated representative shall have the right to: (i) request that Licensee
send a written certification of compliance with the terms and conditions of this Agreement
within thirty (30) days of Honeywell’s request; and (ii) conduct an inspection and audit upon
reasonable notice of the records set forth in Section 8.1 of this Agreement, electronic logs of
access to the Software, and the relevant books and records of Licensee, and to obtain true
and correct photocopies thereof, during regular business hours at Licensee’s offices and in
such a manner as not to interfere unreasonably with Licensee’s normal business activities.
In no event shall such certifications be requested or audits be conducted hereunder more
frequently than once every six (6) months. If any such audit should disclose any underpay-
ment of fees, Licensee shall promptly pay Honeywell such underpaid amount, together with
interest thereon at a rate of one and one-half percent (1.5%) per month or partial month dur-
ing which such amount was owed and unpaid, or the highest rate allowed by law, from the
date such amount originally became due until finally paid. If the audit reveals that Licensee
has underpaid Honeywell by five percent (5%) or more of the amount owed, Licensee shall
immediately reimburse Honeywell for its reasonable costs and expenses associated with
such audit.

9. LIMITED WARRANTY; WARRANTY DISCLAIMER.

9.1 Limited Warranty. If the license to the Licensed Software was purchased from a
party other than Honeywell. Honeywell disclaims all warranties for the Licensed Software
(as further described in Section 9.2) and the warranty, if any, shall be provided solely by the
party from which the license was purchased. If the license to the Licensed Software was pur-
chased directly from Honeywell, Honeywell warrants that the media on which the Licensed
Software is delivered will be free from defects in materials or workmanship for a period of
ninety (90) days from the date of shipment of such media to Licensee (“Warranty Period”). If
during the Warranty Period the media on which Licensed Software is delivered proves to be
defective, Honeywell will repair or replace such media, at Honeywell’s option, as Licen-
see’s sole remedy for any breach of warranty hereunder. Licensee assumes full responsibil-
ity for: (i) the selection of the Licensed Software; (ii) the proper installation and use of the
Licensed Software; (iii) verifying the results obtained from the use of the Licensed Software;
and (iv) taking appropriate measures to prevent loss of data. Honeywell does not warrant
that the quality or performance of the Licensed Software will meet Licensee’s requirements
or that Licensee will be able to achieve any particular results from use or modification of the
Licensed Software or that the Licensed Software will operate free from error.

9.2 Warranty Disclaimer. EXCEPT AS EXPRESSLY SET FORTH IN THIS SECTION 9,
HONEYWELL AND ITS LICENSORS DISCLAIM ALL WARRANTIES, EXPRESS, IMPLIED
AND STATUTORY INCLUDING, WITHOUT LIMITATION, THE IMPLIED WARRANTIES OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, TITLE AND NON-
INFRINGEMENT OF THIRD PARTY RIGHTS. NO ORAL OR WRITTEN INFORMATION
OR ADVICE GIVEN BY HONEYWELL, ITS DEALERS, DISTRIBUTORS, AGENTS OR
EMPLOYEES SHALL IN ANY WAY INCREASE THE SCOPE OF THIS WARRANTY. Some
jurisdictions do not allow the limitation or exclusion of implied warranties or how long an
implied warranty may last, so the above limitations may not apply to Licensee. This warranty
gives Licensee specific legal rights and Licensee may have other rights that vary from juris-
diction to jurisdiction.
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10. INFRINGEMENT INDEMNITY. Honeywell will defend any suit against Licensee to the extent
based on a claim that the Licensed Software as delivered by Honeywell infringes a valid
United States patent or copyright, and indemnify for any final judgment assessed against
Licensee resulting from such suit, provided that Licensee notifies Honeywell at such time as it
is apprised of the third-party claim, and agrees to give sole and complete authority, informa-
tion and assistance (at Honeywell's expense) for the defence and disposition of the claim.
Honeywell will not be responsible for any compromise or settlement made without Honeywell’s
consent. The foregoing notwithstanding, Honeywell shall have no liability for any claim of
infringement based on: (a) use of other than the current release of the Licensed Software if
such claim would have been avoided by the use of the then-current release provided Honey-
well has announced the release prior to the initiation of the infringement claim; (b) any modifi-
cation of the Licensed Software by an entity other than Honeywell; (c) any use or combination
of the Licensed Software with any program, data or equipment not supplied by Honeywell; (d)
any use of the Licensed Software other than as expressly permitted in this Agreement; (e)
products or processes developed pursuant to Licensee’s direction, design, or specification; or
(f) any settlement or compromise of such claim made without Honeywell’'s written consent.
Further, Licensee agrees to indemnify and defend Honeywell to the same extent and subject
to the same restrictions set forth in Honeywell’s obligations to Licensee as set forth in this
“Infringement Indemnity” section for any suit against Honeywell based upon a claim of
infringement resulting from (a), (b), (c), (d), (e), or (f) above. In the event that the Licensed
Software is held in any such suit to infringe such a right and its use is enjoined, or if in the
opinion of Honeywell the Licensed Software is likely to become the subject of such a claim,
Honeywell at its own election and expense will either (i) procure for Licensee the right to con-
tinue using the Licensed Software or (ii) modify or replace the Licensed Software so that it
becomes non-infringing while giving substantially equivalent performance. In the event that (i)
or (ii) above are not, in Honeywell's sole determination, obtainable using reasonable commer-
cial efforts, then Honeywell may terminate this Agreement and refund the amount Licensee
paid Honeywell under this Agreement for the Licensed Software which is the subject of such
claim, less a reasonable charge for Licensee’s past beneficial use based on depreciation of
the Licensed Software on a straight line basis over a period of five (5) years from the Effective
Date. THIS SECTION STATES LICENSEE'S SOLE RECOURSE AND EXCLUSIVE REM-
EDY AND HONEYWELL'S ENTIRE LIABILITY FOR ANY CLAIM OF INFRINGEMENT.

11. LIMITATION OF LIABILITY. HONEYWELL AND ITS LICENSORS SHALL NOT BE LIABLE
FOR ANY INCIDENTAL, SPECIAL, CONSEQUENTIAL OR INDIRECT DAMAGES OF ANY
KIND (INCLUDING DAMAGES FOR INTERRUPTION OF BUSINESS, PROCUREMENT OF
SUBSTITUTE GOODS, LOSS OF PROFITS, OR THE LIKE) REGARDLESS OF THE FORM
OF ACTION WHETHER IN CONTRACT, TORT (INCLUDING NEGLIGENCE), STRICT
PRODUCT LIABILITY OR ANY OTHER LEGAL OR EQUITABLE THEORY EVEN IF HONEY-
WELL HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. IN NO EVENT
WILL HONEYWELL'S AGGREGATE CUMULATIVE LIABILITY FOR ANY CLAIMS ARISING
OUT OF OR RELATED TO THIS AGREEMENT EXCEED THE AMOUNTS PAID BY LICEN-
SEE FOR THE LICENSED SOFTWARE. THE LIMITED WARRANTY, LIMITED REMEDIES,
WARRANTY DISCLAIMER AND LIMITED LIABILITY ARE FUNDAMENTAL ELEMENTS OF
THE BASIS OF THE BARGAIN BETWEEN HONEYWELL AND LICENSEE. HONEYWELL
WOULD NOT BE ABLE TO PROVIDE THE SOFTWARE WITHOUT SUCH LIMITATIONS.
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12. GENERAL.

12.1 Governing Law and Forum. This Agreement shall be governed in all respects by
the laws of the United States of America and the State of New York without regard to con-
flicts of law principles. The parties agree that the United Nations Convention on Contracts for
the International Sale of Goods is specifically excluded from application to this Agreement.
All disputes arising under this Agreement shall be brought exclusively in the state or federal
courts in New York, New York, as permitted by law. Licensee consents to the personal juris-
diction of the above courts.
12.2 Injunctive Relief. It is understood and agreed that, notwithstanding any other provi-
sions of this Agreement, breach of the provisions of this Agreement by Licensee may cause
Honeywell irreparable damage for which recovery of money damages would be inadequate,
and that Honeywell shall therefore be entitled to obtain timely injunctive relief to protect
Honeywell’'s rights under this Agreement in addition to any and all remedies available at
law.
12.3 Notices. All notices to Honeywell shall be in writing and shall be directed to:

Honeywell International Inc.

Honeywell Process Solutions

2500 West Union Hills Drive

Phoenix, AZ 85027-5139

Attn: General Counsel
12.4 No Agency. Nothing contained herein shall be construed as creating any agency,
employment relationship, partnership, principal-agent or other form of joint enterprise
between the parties.
12.5 Force Majeure. Neither party shall be liable hereunder by reason of any failure or
delay in the performance of its obligations hereunder (except for the payment of money) on
account of strikes, shortages, riots, insurrection, fires, flood, storm, explosions, acts of God,
war, governmental action, labour conditions, earthquakes, material shortages or any other
cause which is beyond the reasonable control of such party. Except for payment obliga-
tions, neither party will be liable to the other for any failure to meet its obligations due to any
cause beyond the non-performing party’s reasonable control. If the inability to perform con-
tinues for longer than 90 days, either party may terminate this Agreement by providing writ-
ten notice to the other party and Licensee will pay Honeywell for products delivered and
services performed prior to termination. Force majeure events may include but are not lim-
ited to: (1) government embargoes, (2) blockades, (3) seizure or freeze of assets, (4) delays
or refusals to grant an export license or the suspension or revocation thereof, (5) any other
acts of any government that would limit the ability for contract performance, (6) fires, earth-
quakes, floods, severe weather conditions, (7) any other acts of God, (8) quarantines or
regional medical crises, (9) labour strikes or lockouts, (10) riots, strife, insurrection, civil dis-
obedience, armed conflict, terrorism or war, declared or not (or impending threat of any of
the foregoing, if such threat might reasonably be expected to cause injury to people or prop-
erty), (11) shortages or inability to obtain materials or components and (12) inability or
refusal by Licensee’s directed third party suppliers to provide Honeywell parts, services,
manuals, or other information necessary to the goods or services to be provided by Honey-
well under this Agreement.
12.6 Waiver. The failure of either party to enforce at any time any of the provisions of
this agreement shall not be construed to be a continuing waiver of any provisions hereunder
nor shall any such failure prejudice the right of such party to take any action in the future to
enforce any provisions hereunder.
12.7 Severability. In the event any provision of this Agreement is determined to be ille-
gal, invalid, or unenforceable, the validity and enforceability of the remaining provisions of
this Agreement will not be affected and, in lieu of such illegal, invalid, or unenforceable pro-
vision, there will be added as part of this Agreement one or more provisions as similar in
terms as may be legal, valid and enforceable under applicable law.
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12.8 Headings. The section headings appearing in this Agreement are inserted only as
a matter of convenience and in no way define, limit, construe, or describe the scope or
extent of such section or in any way affect this Agreement.

12.9 Government End Users. The Software is a “commercial item” as that term is
defined in 48 C.F.R. 2.101, consisting of “commercial computer software” and “commercial
computer software documentation” as such terms are used in 48 C.F.R. 12.212. Consistent
with 48 C.F.R. 12.212 and 48 C.F.R 227.7202-1 through 227.7202-4, Licensee will provide
the Software to U.S. Government End Users only pursuant to the terms and conditions
therein and herein.

12.10 Assignment. Licensee may not delegate, assign or transfer this Agreement, the
license(s) granted or any of Licensee’s rights or duties hereunder, including by way of
merger (regardless of whether Licensee is the surviving entity) or acquisition, and any
attempt to do so, without Honeywell’'s express prior written consent, which shall not be
unreasonably withheld, shall be void. Honeywell may assign this Agreement, and its rights
and obligations hereunder, in its sole discretion. Any attempt to assign or delegate in viola-
tion of this clause will be void.

12.11 Compliance with Laws Software and technical information delivered under this
Agreement is subject to U.S. export control laws and may be subject to export or import reg-
ulations in other countries. Licensee agrees to strictly comply with all such laws and regula-
tions. Licensee will obtain import, export, re-export approvals and licenses required for
Software, services and technical data delivered and will retain documentation to support
compliance with those laws and regulations. Honeywell will not be liable to Licensee for any
failure to provide Software, services, transfers or technical data as a result of government
actions that impact Honeywell’s ability to perform, including (1) the failure to provide or the
cancellation of export or re-export licenses; (2) any subsequent interpretation of applicable
import, transfer or export law or regulation after the date of any order or commitment that
has a material adverse effect on Honeywell’s performance; or (3) delays due to Licensee’s
failure to follow applicable import, export, transfer, or re-export laws and regulations. Licen-
see shall not sell, transfer, export or re-export any Software, services or technical data for
use in activities that involve the design, development, production, use or stockpiling of
nuclear, chemical or biological weapons, or missiles, nor use Software, services or technical
data in any facility which engages in activities relating to such weapons or missiles. In addi-
tion, Software, services or technical data may not be used in connection with any activity
involving nuclear fission or fusion, or any use or handling of any nuclear material until Licen-
see, at no expense to Honeywell, has insurance coverage, indemnities, and waivers of lia-
bility, recourse and subrogation, acceptable to Honeywell and adequate in Honeywell’s
opinion to protect Honeywell against any type of liability.

12.12 Language. This Agreement is in the English language only, which language shall
be controlling in all respects, and all versions of this Agreement in any other language shall
be for accommodation only and shall not be binding on the parties to this Agreement. All
communications and notices made or given pursuant to this Agreement, and all documenta-
tion and support to be provided, unless otherwise noted, shall be in the English language.
Entire Agreement; Modification. This Agreement constitutes the entire agreement between
Licensee and Honeywell and supersedes in their entirety any and all oral or written agree-
ments previously existing between Licensee and Honeywell with respect to the subject mat-
ter hereof. The terms and conditions of any purchase order or other instrument issued by
Licensee in connection with this Agreement shall be of no force or effect. This Agreement
may only be amended or supplemented by a writing that refers explicitly to this Agreement
and that is signed by duly authorized representatives of Licensee and Honeywell.

THE LICENSED SOFTWARE AND ACCOMPANYING DOCUMENTATION ARE PRO-
TECTED BY UNITED STATES COPYRIGHT LAW AND INTERNATIONAL TREATY. UNAU-
THORIZED REPRODUCTION OR DISTRIBUTION IS SUBJECT TO CIVIL AND CRIMINAL
PENALTIES. BY INSTALLING OR USING THE LICENSED SOFTWARE, YOU ACKNOWL-
EDGE THAT YOU HAVE READ THIS AGREEMENT, UNDERSTAND IT AND AGREE TO
BE BOUND BY ITS TERMS AND CONDITIONS.
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Year 2000 Compliance Statement

The TrendManager Suite is Year 2000 compliant in accordance with the BSI DISC PD2000-
1 definition, provided that the host PC, its BIOS, operating system and any other active appli-
cations are also Year 2000 compliant.

XVi 43-TV-25-11 GLO Issue 28 July 2014 UK



Honeywell

Chapter 1: Welcome to the
TrendManager Suite

Features

Features

TrendViewer

TrendManager

TrendServer

Data Conversion Tool to import, graph, save and export data from
other Honeywell devices into the TrendManager Software

v" (no export
mode)

v

Full Configuration of Trend View Recorders

Import data from removable media

v

Print all graph data and recorder configurations

v' (graph
data only)

Operates in Windows 8 (32 and 64 bit-Professional, Enterprise and
Ultimate Edition), Windows Server 2012, Windows 7 (32 and 64 bit -
Professional, Enterprise and Ultimate Edition), Windows Server
2008***, Windows™ Vista, Windows XP, Windows Server 2003.

Password protection - Full user traceability

Archive data on integral secure database

Concurrent Batch Mode

Export using CSV format files

Enable Fuzzy Logging

Events system including user counters and reports

AN I N R N B N AN

Export using OPC links

Communicate with recorders using RS485 interface *

Communicate with recorders using Ethernet TCP/IP

Distribute all recorder data over LAN plant-wide

FTP or secure Communication Interface over Ethernet

Web browse a recorder

Send setup to recorder via Ethernet

Audit trail manager

Relating data retrieval used for graphing & logging

Replay of historical and Realtime data using a split screen format.

Ethernet/RS485 communications*

Enable Modbus and Modbus X via Ethernet or RS485*

AN N N A NY N N N N I N N N R N N AN N S S RN
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Features TrendViewer | TrendManager | TrendServer
Comms Server manages the communication status of the recorder v
Remote access to other servers via Ethernet v
Modbus Master and Communication with Slave over RS485 or Ether- v
net
IQOQ Protocol Documentation v

AMS2750 survey setup

View Archived Databases

* RS485 is available as an option on the eZtrend QXe

** not featured on the X Series and GR Series Recorders

*** Secure Communication Interface is supported by Windows 7 or higher .
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Chapter 2: Introduction to the
TrendManager Software Suite

Introduction

which accompanies the Honeywell TrendView Recorders as a data
acquisition and configuration tool. The mouse and keyboard operations
are Windows™ orientated and this manual is written under the assump-
tion that the user is familiar with Windows™.

I I The TrendManager Suite software is a Windows™ based PC package

T R

TrendManager Suite is designed and written for Windows Vista, Windows XP*,
Win2K3*, Windows 7 (32 and 64 bit - Professional, Enterprise and Ultimate Edition), Win-
dows 8 (32 and 64 bit-Professional, Enterprise and Ultimate Edition),Windows Server
2008 and Windows Server 2012. *Note: Secure Communication Interface is supported
by Windows 7 or higher.

Any technical terms peculiar to the Honeywell range of recorders should be referred
to in the “Glossary” on page 251.

Software Options

TrendManager Suite software is available listed below. The attributes
of each level are listed in “Features” on page 1.

TrendViewer

This software is available free of charge and allows the user to view, graph and print
data from a Floppy disk or PCMCIA memory card interface on the V5 recorders and
from Compact Flash and USB key on the X Series recorders, and from SD Card and
USB key on the GR Series recorders.

TrendManager Pro

A stand alone package which allows the user to fully configure recorders, as well as
archive, graph, print and export data. Total recorder control and simulation within an
integrated secure data base.

TrendServer Pro

A fully network aware package which allows data viewing, archiving and communication
with other recorders. The number of recorders that can be networked for communica-
tions is limited by the specification of the PC that is acquiring the data and the capabili-
ties of the network itself.

All software in the TrendManager Suite has a comprehensive on-line help system
with context-sensitive help built in. Just hit the F1 key to call up the specific help file rel-
evant to where you are in the software application.
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Database Management Tool

Data archive tools are included as standard as well as the ability to E-mail, graph, print
and export data. Database Management Tool software is available as a separate soft-
ware application that comes with TrendServer software.

Communication Service

The TrendServer Pro software has an integral Communications Server that manages
the communications status of recorders on a serial port (RS485) or through an Ethernet
connection. Honeywell V5 recorders with an RS485 card can use an RS485 to RS232
converter (eg. Westermo: Model No. MA42, Serial No. 4908) for RS232. Recorders are
held on databases and the databases are held on servers. By accessing other comms
servers remotely it is possible to receive data from other recorders held on databases
on other servers - known as remote servers.

The comms server uses IP Addresses to locate recorders on local and remote servers.
All logging configuration for comms logging and logging to a database is set up from the
Comms Server.

Recorder data can be entered into any PC on the LAN (Local Area Networks) and auto-
matically viewed and graphed at any other PC. TrendServer offers the ability to down-
load and import data from Ethernet connected remote recorders. GR Series
recorders.

Honeywell X Series and GR Series Recorders have Modbus and Modbus X capabil-
ities via Ethernet and RS485 comms.

OPC 2.0 DA and A&E server are provided for third party clients to get the real time data
and events.

NB. *Only Ethernet communications available as standard on the eZtrend V5.
IQOQ Protocol Document

Custom built 1IQOQ reports can be gererated based on the configuration of the recorder.
The configuration can be validated as a process of confirming that a piece of equipment
or process meets the stated requirements to produce a regulated product. See “Appen-
dix H - IQOQ Protocol Document” on page 305.

AMS2750 Capabilities

Specific funtionality has been aded to the software to allow configuration of Process
mode and TUS mode in line with AMS2750 specifications. AMS2750 is the specification
that covers pyrometric requirements for thermal processing equipment used for heat treatment.

Trendview Historian Software

Trendview Historian function uses OPC HDA to acquire the data, refer to 43-TV-25-41,
Trendview Historian User Guide. A Windows-based Client application is be used to
view and access historical data from Trendview OPC Historian Server.

Trendview Batch Report Tool

A tool that improves on the creation of specific Batch reports from TrendManager or
TrendServer database makes it easier to analyze and document specific batch process.
This tool uses the recorder batch information that has been imported into the
TrendManager software, eliminating the error prone steps of manually entering the data
into a spreadsheet application. This tool allows a user to easily generate separate batch
report in a secure PDF format to document the final results of the batch process.
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Honeywell V5

Honeywell V5 recorders require a separate comms card fitted with an Ethernet and the
FTP option installed. Many communication protocols are now available including:
RS485 Trendbus (including web browser), Ethernet (using FTP), RS232 (web browser).
Plus RS485 Modbus and Profibus options on the recorder. For a standard barcode
reader that provides an ASCII output use the standard Ethernet/RS232/RS485 comms
card.

On Minitrend V5 recorder and Multitrend Plus V5, an optional communication card
is available featuring RS-485 trendbus in addition to ethernet. Another optional commu-
nication card features RS-485 Modbus and Modbus-X communications.
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Chapter 3: Installation

Installation

InstallationTrendManager Suite :

Prerequisites:

» Close all the Windows applications before starting TrendManager Suite.
« Itis not recommended to load multiple installation programs on the same PC.

¢ You must be a member of Administrators group to install/uninstall TrendManager
Suite.

NOTE: Steps to check the Administrator rights for any user:
Please go to the Control Panel -> Administrative Tools -> Computer Management.

Select the Local Users and Groups.

Go to Groups.

Right Click on Administrators group.

Select Properties. List of the users will be populated.

I T

Add any user for whom Administrative privileges are required (in the below diagram,
“RECORDER\Operator150” has been added in the Administrators group)
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To Install TrendManager Suite:

» Load the DVD into the drive and wait for the autorun sequence to start. If the auto-
run does not commence, follow these instructions Go to My Computer->DVD ROM
drive.

* Right Click setup.exe

For Windows Vista, Windows7, Windows 8, Windows Server 2008 and Windows
Server 2012-

a) Click on “Open” if you are logged on with Administrative privileges.
b) Or click on “Run as Administrator”.

For Windows XP, Windows Server 2003 —

a) Click on “Open” if you are logged on with Administrative privileges.

b) If “Run as...” option is selected, below window appears.

% Which user account do wou wank to use ko run this program?

(%) Current user (RECORDER\Operator1 131

Prokect my computer and data from unauthorized program activity:

This opkion can prevent computer viruses from harming your
computer or personal data, but selecting it might: cause the program
ko Function impropetly.

(") The Fallawing user:

Ensure to uncheck the checkbox “Protect my computer and data from unauthorized pro-
gram activity” for the “Current User” option.

Or provide the Administrative privileges for the “The following user” option.

The TrendManager Suite - InstallShield Wizard appears.
1. It will check for .Net Framework 3.5.
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If it is not installed below screen appears and installation will be aborted.

» Click Next and accept the terms of “License Agreement of TrendManager Suite”
to proceed further.

« Click Next. The Choose Destination Location window appears, displaying informa-
tion about the default destination folder. If you want to change the default destina-
tion folder, click on Browse to specify a different destination folder.

« Click Next. The Language window appears, displaying default “English” language.
Other languages supported are German and French. Choose the appropriate lan-
guage pack.

 Click Next. The Package Selection window appears.
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The TrendManager Suite has three different versions to install:
1. TrendViewer- This software is a free version that is part of the Recorder software.

2. TrendManager Pro - This can be purchased and has added features.
3. TrendServer Pro - This can be purchased and has a complete set of features.

Select the required version, and depending on the version chosen the installation steps
will be different.

TrendViewer Installation:

» Click Next. The “Start Copying Files” window appears for reviewing the settings
before it starts copying the files.

 Click Next. Installation will progress during this process it creates “TMSApplication-
AccessGroup”.
The above groups can be checked only after completion of installation and
restart of machine, for more details please refer to “TrendManager Suite User
Groups after Migration” on page 25.

« The installation complete window appears with a message to restart the machine or
not. It is preferred to restart the machine before using the application.

¢ Click Finish.

(License code is not required for TrendViewerlInstallation)

TrendManager Pro and TrendServer Pro Installation

 Click Next. The License window appears, enter the code and organization as sup-
plied with each specific version of software. The code can be found inside the
DVD case.

 Click Next. The below User Account Information Window appears and then follow
the on-screen instructions.

10 43-TV-25-11 GLO Issue 28 July 2014 UK



Honeywell

a) The default user account “TMSUser” is shown. If the “TMSUser” local user account
already exists then provide a password for it, if not enter a new password to create the user
account.

b) The default user account can also be changed. You can provide either an existing or new
local user account. For new user account, you need to enter a new password.

¢) The password must comply with the local security password policy otherwise you will see
the below message box :

Trendbdanager Suite - InstallShield Wizard @

\ nable to create the user, Please ensure user hame and password are
Ccompliant as per local security policies,

d) If you have a domain, you can also enter the domain user account and password. If the
domain user account is not found then installation will display the below message.

Note (For TrendServer Pro only): The user account entered in the above window is used
for setting the Communications Service (and processes) to run under it. The password
entered will expire as per local security policies after this TrendServer Pro may stop func-
tioning. Please ensure passwords are updated regularly as per your security policies using
Security Configuration Utility which comes along with the installation of TrendManager
Suite. For more details, refer to the ““Security Configuration Utility” on page 34”.

NOTE (For TrendServer Pro only): The user account entered in the above window is
used for setting the Communications Service (and processes) to run under it. To run
Communications Service under a different account or on expiry of password, use the
Security Configuration Utility which is part of the TrendManager Suite installation. For
more details, refer to the ““Security Configuration Utility” on page 34”.

NOTE (For TrendManager Pro only): The user account entered in the above window is
used for setting Database process to run under it. To run the Database process under a
different account or on account of expiry of password, use the Security Configuration Utility
which is a part of the TrendManager Suite installation. For more details, refer to the
““Security Configuration Utility” on page 34”.
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Click Next. The Start Copying Files window appears for reviewing the settings before
starting the copy of files.

Click Next. Installation will progress. For TrendServer Pro it creates “TMSApplica-
tionAccessGroup” and “TMServiceAccessGroup” groups and for TrendManager
Pro it creates only “TMSApplicationAccessGroup”. These groups can be checked
only after completion of installation and restart of machine, for more details
please refer to “TrendManager Suite User Groups after Migration” on page 25.

The installation complete window appears with message to restart the machine or
not. It is mandatory to restart the machine before using the application.

Click Finish.

Post installation checks for using TrendServer Pro :
1. Ensure that Communications Service has started.

Steps to check for Communications Service:
1. Please go to Control Panel -> Administrative Tools -> Services.

2. You will see below window

In the above window you will see that Communications Service started.

For real time data logging the communication server uses a local machine date and time.
Make sure you have set the correct date, time and time zone settings on this machine.

After completing post installation checks, TrendServer Pro can be configured for data
acquisition.

Please refer to ““Comms Server Logging” on page 195 for “Logging Configuration” on
page 196 Steps. Please refer to “Importing via FTP or Secure Communications Interface”
on page 157 for ““Schedule Setup” on page 160" Steps.
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TrendManager Suite User Groups after Installation

During TrendManager Suite installation it creates one common group for all the variants
i.e. TMSApplicationAccessGroup and for TrendServer Pro it creates another group
called TMSServiceAccessGroup.

NOTE (For TrendServer Pro only): TMSServiceAccessGroup is required for Communi-
cations Service (and processes) runs under it. Do not delete this user group and also do
not modify/delete the user in the user group.

1. The user account provided during installation should be part of TMSApplicationAccessGroup for
TrendManager Pro and will be part of TMSServiceAccessGroup in case of TrendServer
Pro.

2. Any user who wants to access TrendManager Suite application or permissions to enable the
communication across computers should be added to the TMSApplicationAccessGroup.

Steps to check the group and add user to TMSApplicationAccessGroup:
a) Please go to Control Panel -> Administrative Tools -> Computer Management.
b) Select Local Users and Groups.

¢) Go to Groups. And check for TMSApplicationAccessGroup.
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d) Right click on TMSApplicationAccessGroup.

e) Select Properties. A list of users will be populated who are authorized to access
TrendManager Suite application.

f) Add any user you want to give authorize to access TrendManager Suite application.
(In below diagram, “Recorder\Operatorl55” has been added to TMSApplicationAc-
cessGroup).

NOTE: Ensure below steps once user is added to “TMSApplicationAccessGroup” to

access TrendManager Suite application:

1. Check for “TrendManager Suite”,"TMP” and “CommsServ” folders are present in the virtual
store of given user. After locating the given folders in virtual store, take backup and delete those
folders from virtual store. The virtual store is applicable for Windows Server 2012, Windows
Server 2008, Windows 8 and Windows 7.

Steps are given below to locate virtual store folder for the user who is currently logged in
the system. By default virtual store folder is hidden.

Steps to show hidden files

« Open explorer
¢ Go to the Tools -> Folder

¢ Click on View tab
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« Check the “Show hidden files, folders, and drives”. Click Ok. please see above
image for reference

* Now, go to “C:\Users\<User Name>\ AppData\Local\VirtualStore. Under VirtualStore
folder, “\Program Files \TrendManager Suite\TMP5DB”, “\Program Data\TMP” and
“\ProgramData\commsserv” will be present. Or in case of 64 bit, this will be “\Pro-
gram Files (x86) \TrendManager Suite \TMP5DB".

 After locating them take backup and delete the folders “TrendManager Suite”,
“TMP” and “Commsserv” from virtual store.

2. Please logoff and login into the machine to access TrendManager Suite application.

g) Any user trying to use the TrendManager Suite Application from remote machine
should be part of the “TMSApplicationAccessGroup” on the remote system.

For ex: If TrendServer Pro is running under Domain\Userl user on Machine A wants
to access communications server of TrendServer Pro running under Domain\User2
user on Machine B. Then Domain\Userl should be part of TMSApplicationAccess-
Group of Machine B.

If a local user does not exists on the remote system then a new user with same user-
name and password can be created on the remote system and be added to the
TMSApplicationAccessGroup of the remote system in order to access communica-
tions server of the remote system.
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Steps to create a new user:
a) Please go to Control Panel -> Administrative Tools -> Computer Management.
b) Select Local Users and Groups.

c) Right click on Users and Select “New User”. Below “New User” dialog appears.

d) Provide User Name and Password. The new user will get created.

h) The Administrator/Non-Administrator users who are not part of TMSServiceAccess-
Group or TMSApplicationAccessGroup will be able to use the TrendManager Suite
application if they are already configured with required settings like Windows privileges,
folder access permissions and DCOM access permissions similar to the configured set-
tings during TrendManager Suite application installation.

i) During uninstallation, the TMSServiceAccessGroup and TMSApplicationAccess-
Group are not deleted.
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Migration

Migration of TrendManager Suite :

Prerequisites:

» Close all the Windows applications before starting TrendManager Suite.
« Itis not recommended to load multiple installation programs on the same PC.

* You must be a member of Administrators group to install/uninstall TrendManager
Suite.

NOTE: Steps to check the Administrator rights for any user:
Please go to the Control Panel -> Administrative Tools -> Computer Management.

Select the Local Users and Groups.

Go to Groups.

Right Click on Administrators group.

Select Properties. List of the users will be populated.

Add any user for whom Administrative privileges are required (in the below diagram,
“RECORDER\Operator150” has been added in the Administrators group)

R T oA

For Windows Vista, Windows 7, Windows 8, Windows Server 2008 and Windows
Server 2012-
1. Please take the backup of the below folder.

C:\Program Files\TrendManager Suite\TMP5DB or C:\Program Files

(x86)\TrendManager Suite\TMP5DB.
2. Please take a backup of the folders below:
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C:\ ProgramData\TMP and C:\ProgramData\CommsServ.

3. Due to the virtualization concept for Windows Vista, Windows 7 , Windows 8, Windows Server 2008
and Windows Server 2012-, it will create a VirtualStore folder for all the users.

Steps are given below to locate the VirtualStore folder for the user who is currently logged
in the system:
a) By default VirtualStore folder is hidden.
Steps to show hidden files
« Open Windows Explorer
* Go to the Tools -> Folder

¢ Click on View tab. Check the “Show hidden files, folders, and drives”. Click Ok.
please see below image for reference

b) Now, go to “C:\Users\<Loggedon Username>\ AppData\Local\VirtualStore.
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Take a backup of the folders listed here, if located under VirtualStore folder, for all users

who are:

« TrendManager Suite at C:\Users\<Loggedon Username>\ AppData\Local\Virtual-
Store \Program Files or C:\Users\<Loggedon Username>\ AppData\Local\Virtual-
Store \ProgramFiles(x86) for 64bit.

e TMP and CommsServ folder at C:\Users\<Loggedon Username>\ App-
Data\Local\VirtualStore\ProgramData.

¢) Once archived, delete the folders TrendManager Suite, TMP and CommsServ from
the VirtualStore for all the users who want to access TrendManager Suite.

For Windows XP & Windows Server 2003 —
1. Please take a backup of the folders below :

e C:\Program Files\TrendManager Suite\TMP5DB or C:\Program Files
(x86)\TrendManager Suite\TMP5DB for 64bit.

« C:\Documents and Settings\All Users\Application Data\TMP and C:\ Documents and

Settings\All Users\Application Data\CommsServ folders.

Migration of TrendManager Suite:

« Load the DVD into the drive and wait for the autorun sequence to start. If the autorun
does not commence, follow these instructions Go to My Computer->DVD ROM drive.

* Right Click setup.exe

For Windows Vista, Windows 7, Windows 8, Windows Server 2008 and Windows
Server 2012-

a) Click on “Open” if you are logged on with Administrative privileges.
b) Or click on “Run as Administrator”.

For Windows XP, Windows Server 2003 -

a) Click on “Open” if you are logged on with Administrative privileges.

b) If “Run as...” option is selected, below window appears.

% Which user account do wou want ko use to run this program?

(%) Current user (RECORDER\Operator113)

Pratect my computer and data from unautharized program ackivity

This option can prevent computer viruses Fram harming your
computer or personal data, but selecting it might cause the program
to Function impropetly.

(3 The Following user:
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Ensure to uncheck the checkbox “Protect my computer and data from unauthorized pro-
gram activity” for the “Current User” option.

Or provide the Administrative privileges for the “The following user” option.

The TrendManager Suite - InstallShield Wizard appears.

¢ Click Next and accept the terms of “License Agreement of TrendManager Suite” to
proceed further.

» Click Next. The Choose Destination Location window appears, displaying informa-
tion about the default destination folder. If you want to change the default destination
folder, click on Browse to specify a different destination folder.

* Click Next. The Language window appears, displaying default “English” language.
Other languages supported are German and French. Choose the appropriate lan-
guage pack.

¢ Click Next. The Package Selection window appears.

The TrendManager Suite has three different versions to install:
1. TrendViewer- This software is a free version that is part of the Recorder software.

2. TrendManager Pro - This can be purchased and has added features.

3. TrendServer Pro - This can be purchased and has a complete set of features.

Select the required version, and depending on the version chosen the installation steps will
be different.

TrendViewer Migration:

« Click Next. The “Start Copying Files” window appears for reviewing the settings
before it starts copying the files.
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 Click Next. Installation will progress during this process it creates “TMSApplication-
AccessGroup”.
The above groups can be checked only after completion of installation and restart
of machine, for more details please refer to “TrendManager Suite User Groups after
Migration” on page 25.

» The installation complete window appears with a message to restart the machine or
not. It is preferred to restart the machine before using the application.

* Click Finish.

TrendManager Pro and TrendServer Pro Migration

» Click Next. Migration-Prerequisite window appears to follow the prerequisite to take
the backup of the folders.

« Click Next. The below User Account Information Window appears and then follow the
on-screen instructions.

a) The default user account “TMSUser” is shown. If the “TMSUser” local user account
already exists then provide a password for it, if not enter a new password to create the user
account.

b) The default user account can also be changed. You can provide either an existing or new
local user account. For new user account, you need to enter a new password.
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c) The password must comply with the local security password policy otherwise you will see
the below message box :

Trendbanager Suite - InstallShield Wizard @

. Unable to create the user, Please ensure user name and password are
' compliant as per local security policies,

Ok

d) If you have a domain, you can also enter the domain user account and password. If the
domain user account is not found then installation will display the below message.

Note (For TrendServer Pro only): The user account entered in the above window is used
for setting the Communications Service (and processes) to run under it. The password
entered will expire as per local security policies after this TrendServer Pro may stop func-
tioning. Please ensure passwords are updated regularly as per your security policies using
Security Configuration Utility which comes along with the installation of TrendManager
Suite. For more details, refer to the ““Security Configuration Utility” on page 34".

NOTE (For TrendServer Pro only): The user account entered in the above window is
used for setting the Communications Service (and processes) to run under it. To run
Communications Service under a different account or on expiry of password, use the
Security Configuration Utility which is part of the TrendManager Suite installation. For
more details, refer to the ““Security Configuration Utility” on page 34”".

NOTE (For TrendManager Pro only): The user account entered in the above window is
used for setting Database process to run under it. To run the Database process under a
different account or on account of expiry of password, use the Security Configuration Utility
which is a part of the TrendManager Suite installation. For more details, refer to the
““Security Configuration Utility” on page 34".

» Click Next. The Start Copying Files window appears for reviewing the settings before
starting the copy of files.
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 Click Next. Installation will progress. For TrendServer Pro it creates “TMSApplica-
tionAccessGroup” and “TMServiceAccessGroup” groups and for TrendManager
Pro it creates only “TMSApplicationAccessGroup”. These groups can be checked
only after completion of installation and restart of machine, for more details
please refer to “TrendManager Suite User Groups after Migration” on page 25.

» Click Next. Migration-Restore data window appears and here backedup files need to
be restored by following the below steps before machine restart.

For Windows Vista, Windows 7, Windows 8, Windows Server 2008 and Windows
Server 2012:

a) Please copy and paste the TMP and CommsServ folders which were backed up in
the Prerequisites to following folder path C:\ProgramData\TMP and C:\Program-
Data\CommsServ location respectively.

b) Please copy the TMP5DB which were backed up in the Prerequisites to following
folder path C:\Program Files\TrendManager suite or C:\Program Files (x86)\TrendMan-
ager Suite.

For Windows XP & Windows Server 2003 :

a) Please copy and paste the TMP and CommsServ folders which were backed up in
the Prerequisites to following folder path C:\Documents and Settings\All Users\Applica-
tion Data\TMP and C:\Documents and Settings\All Users\Application Data\CommsServ
respectively.

b.) Please copy the TMP5DB which were backed up in the Prerequisites to following
folder path C:\Program Files\TrendManager suite or C:\Program Files (x86)\TrendMan-
ager Suite.

It is mandatory to restart the machine before using the application.

* The installation complete window appears with message to restart the machine or
not.

* Click Finish.

Post migration checks for using TrendServer Pro:
1. Ensure that Communications Service has started.

2. Launch the TrendServer Pro and check for configured database servers and realtime comms
servers.

And also check for the configured FTP schedulers.
If you are not able to see the above configuration then follow the below steps:

2.1) Shut down Communications Service, please refer “Shutdown Server” for more
details.

2.2) To restore the backedup files by following the below steps :

For Windows Vista, Windows 7, Windows 8, Windows Server 2008 and Windows
Server 2012:

a) Please copy and paste the TMP and CommsServ folders which were backed up in
the Prerequisites to following folder path C:\ProgramData location.
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b) Please copy and paste TMP5DB which were backed up in the Prerequisites to follow-
ing folder path C:\Program Files\TrendManager suite or C:\Program Files
(x86)\TrendManager Suite.

For Windows XP & Windows Server 2003 :

a) Please copy and paste the TMP and CommsServ folders which were backed up in
the Prerequisites to following folder path C:\Documents and Settings\All Users\Applica-
tion Data\TMP and C:\Documents and Settings\All Users\Application Data\CommsServ
respectively.

b) Please copy and paste the TMP5DB which were backed up in the Prerequisites to fol-
lowing folder path C:\Program Files\TrendManager suite or C:\Program Files
(x86)\TrendManager Suite.

2.3) Start the Communications Service by opening Comms Ul.
3. Check for “Archive Database Server” feature in database server list.

Steps to check for “Archive Database Server” feature:
a) Launch TrendServer Pro Ul.
b) Click on Servers button.

c) We will see Archive Database Server along with Local Server. See the image below:

If “Archive Database Server” is not shown, please do the below steps:
1. Shut down Communications Service, please refer “Shutdown Server” for more details.

2. Start the Communications Service by opening Comms Ul.
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TrendManager Suite User Groups after Migration

During TrendManager Suite installation it creates one common group for all the variants
i.e. TMSApplicationAccessGroup and for TrendServer Pro it creates another group
called TMSServiceAccessGroup.

NOTE (For TrendServer Pro only): TMSServiceAccessGroup is required for Communi-
cations Service (and processes) runs under it. Do not delete this user group and also do
not modify/delete the user in the user group.

1. The user account provided during installation should be part of TMSApplicationAccessGroup for
TrendManager Pro and will be part of TMSServiceAccessGroup in case of TrendServer
Pro.

2. Any user who wants to access TrendManager Suite application or permissions to enable the
communication across computers should be added to the TMSApplicationAccessGroup.

Steps to check the group and add user to TMSApplicationAccessGroup:
a) Please go to Control Panel -> Administrative Tools -> Computer Management.
b) Select Local Users and Groups.

¢) Go to Groups. And check for TMSApplicationAccessGroup.
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d) Right click on TMSApplicationAccessGroup.

e) Select Properties. A list of users will be populated who are authorized to access
TrendManager Suite application.

f) Add any user you want to give authorize to access TrendManager Suite application.
(In below diagram, “Recorder\Operatorl55” has been added to TMSApplicationAc-
cessGroup).

NOTE: Ensure below steps once user is added to “TMSApplicationAccessGroup” to

access TrendManager Suite application:

1. Check for “TrendManager Suite”,"TMP” and “CommsServ” folders are present in the virtual
store of given user. After locating the given folders in virtual store, take backup and delete those
folders from virtual store. The virtual store is applicable for Windows Server 2012, Windows
Server 2008, Windows 8 and Windows 7.

Steps are given below to locate virtual store folder for the user who is currently logged in
the system. By default virtual store folder is hidden.

Steps to show hidden files

« Open explorer
¢ Go to the Tools -> Folder

¢ Click on View tab

26 43-TV-25-11 GLO Issue 28 July 2014 UK



Honeywell

« Check the “Show hidden files, folders, and drives”. Click Ok. please see above
image for reference

* Now, go to “C:\Users\<User Name>\ AppData\Local\VirtualStore. Under VirtualStore
folder, “\Program Files \TrendManager Suite\TMP5DB”, “\Program Data\TMP” and
“\ProgramData\commsserv” will be present. Or in case of 64 bit, this will be “\Pro-
gram Files (x86) \TrendManager Suite \TMP5DB".

 After locating them take backup and delete the folders “TrendManager Suite”,
“TMP” and “Commsserv” from virtual store.

2. Please logoff and login into the machine to access TrendManager Suite application.

g) Any user trying to use the TrendManager Suite Application from remote machine
should be part of the “TMSApplicationAccessGroup” on the remote system.

For ex: If TrendServer Pro is running under Domain\Userl user on Machine A wants
to access communications server of TrendServer Pro running under Domain\User2
user on Machine B. Then Domain\Userl should be part of TMSApplicationAccess-
Group of Machine B.

If a local user does not exists on the remote system then a new user with same user-
name and password can be created on the remote system and be added to the
TMSApplicationAccessGroup of the remote system in order to access communica-
tions server of the remote system.
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Steps to create a new user:
a) Please go to Control Panel -> Administrative Tools -> Computer Management.
b) Select Local Users and Groups.

c) Right click on Users and Select “New User”. Below “New User” dialog appears.

d) Provide User Name and Password. The new user will get created.

h) The Administrator/Non-Administrator users who are not part of TMSServiceAccess-
Group or TMSApplicationAccessGroup will be able to use the TrendManager Suite
application if they are already configured with required settings like Windows privileges,
folder access permissions and DCOM access permissions similar to the configured set-
tings during TrendManager Suite application installation.

i) During uninstallation, the TMSServiceAccessGroup and TMSApplicationAccess-
Group are not deleted.
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Troubleshooting for TrendManager Suite Application:

During the launch of TrendManager Suite Application Ul, if you see any of the below
messages:

The above messages can be due to:

a) Password expiration for the given logged on user account, Use Security Configura-
tion Utility for this. For more details, refer to*“Security Configuration Utility” on page 34".

b) If the user is not part of “TMSApplicationAccessGroup”. For more details please refer
to “TrendManager Suite User Groups after Migration” on page 25.

c) TrendServer Pro Application, if Commnunications Service is still not started after
steps 1 and 2 have been applied, then copy the “TMS” folder of the logs for further
understanding of the issue.

1. The TrendServer Pro uses Microsoft's DCOM to allow remote users to access data on other copies
of the Manager and the Server software across networks Using TCP/IP. Please troubleshoot below
steps if you are experiencing issues with remote communications.

a) For all Windows versions : From "Start" select "Run" and type dcomcnfg.This will start
"Component Services".Go to Component Services->Computers->My Computer. Right
click on “My Computer” and select “Default Properties” tab. Ensure “Enable Distributed
COM on this computer” is checked.

43-TV-25-11 GLO Issue 28 July 2014 UK 29



Honeywell

30

b) Add TrendServer Pro client user or OPC client user to “TMSApplicationAccess-
Group” who wants to access TrendServer Pro or TrendViewHistorian server machine.
Refer to “TrendManager Suite User Groups after Installation” on page 13 for more
details.

c) Try restarting both client and server; a restart should not be necessary if only the fire-
wall option has changed, but a restart is needed to ensure that any DCOM configuration
changes have been applied.

d) Temporarily switch off any firewall. If a firewall is in use, it must be restored after test-
ing. Switching the firewall off will eliminate it is as a possible problem source.

e) Check network security settings and ensure DCOM traffic (port 135) is being allowed.

f) Attempt to establish a direct connection between the client and server by accessing
the shared folder on either of the machines.

g) If the client will communicate only with a direct connection (as above) the security set-
tings used on the client network need to be reviewed to ensure DCOM traffic is being
allowed.

h) As a final check that DCOM traffic is not being blocked by the client network, a port
scanner may be used to check the state of and access to port 135; this is not recom-
mended for anyone unfamiliar with network technology. A basic (and safe) port scanner
(PortQry) is available for down-load from Microsofts web site; a search on
Microsoft.com for Portqry will locate the instructions for down-load and use, down-load-
ing from any third party web site is not recommended.

i) Check to see if the client and server are in the same domain. If they are not in a
domain,then following applies.

« Simple File Sharing (SFS) should be switched off on both client and server
machines. Follow below steps to switch off SFS.

*¢ Open windows explorer, go to the “Tools” menu and select the “Folder options...”
menu item. This will present a dialog box as follows:
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*e Select the “View” pane in order to be able to see some advanced settings. The
“Folder Options” window will change to look something like the following:

Scroll to the bottom of the “Advanced settings:” area of the window and make
sure that the “Use simple file sharing (Recommended)” option is not enabled. It
has been disabled in the example screenshot above.

* The server machine must have the same user account configured as the client machine
that is currently trying to run the Trend Server Pro software. The password for the user
account must be the same on both machines.
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Installation or Migration of TrendView Historian:

Prerequisites:
Ensure that TrendManager Suite is installed in your machine.
To Install/Migrate TrendViewer Historian:

* Log in with Administrative privileges.

e Launch Setup.exe. The TrendView Historian - InstallShield Wizard appears.

Click Next and accept the terms of “License Agreement of TrendManager Suite
Software” to proceed further.

Click Next. The Choose Destination Location window appears, displaying informa-
tion about the default destination folder. If you want to change the default destina-
tion folder, click Browse to specify a different destination folder.

Click Next. The Edit Data window appears to enter the code and organization as sup-
plied with each specific version of software. The code can be found inside the DVD
case for TrendView Historian.

L]

Click Next. The below User Account Information Window appears, then follow the
on-screen instructions.

Trendwview Historian 100, 1.0.0RELEASER Setup £3

&

THS will use this windows user account to enable the communications across machines. In
caze, you want ko uze a Domain uzer account, please enter az 'Domain name'ser name'.

User Account Information

Enter the “Windows Usger Account details to use Trendview Historian

[dzer Accaunt [nfarmation

Domain MarmetUszer Mame : WINTEMTRITATMS U zer

Paszwiord :

Mate: The pazsword must comply with the local secunty pazsword palicy.

The uzer name and pazsword should be zame on all machines when prompted by the
inztallation.

< Back | Mest » | Cancel |

It is preferred to use the same user account that TrendManager Suite application is
running.
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Check the User account where Communications Service is running. It can be found by
going to Control Panel -> Administrative Tools -> Services and will see below screen where
you can see the user account under “Log On As”.

To run TrendView Historian under a different account or on account of expiry of a pass-
word, use Security Configuration Utility which is a part of the TrendManager Suite instal-
lation. For more details, refer to ““Security Configuration Utility” on page 34”.

 Click Next. The below Ready to Install the Program Window appears.

 Click Install. The setup starts installing all the prerequisites if they are not installed.
The Setup Status page appears displaying the installation status. After the installa-
tion is complete, the Setup complete page appears. Click Finish.
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Security Configuration Utility

This utility is available as part of the installation of TrendManager Pro and TrendServer
Pro. Itis present in the TrendManager Suite installation folder. i.e. for Honeywell variant
it is located at C:\Program Files\TrendManager Suite\TMSSecurityCfg.exe.

Before launching Security Configuration Utility follow the below instructions:

1. Ensure that you have Administrative privileges.

2. Ensure that TrendManager Suite application is not running and also services are stopped. To
shut down the services, please refer to “Shutdown Server”.

3. Check for the VirtualStore folder for the given user and take back up of it. For more details refer to
the virtualstorebackup.

4. Check for user account under which Communications Service is running. It can be done by going to
Control Panel -> Administrative Tools -> Services and will see below screen where you can see the
user account under “Log On As”.
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About Security Configuration Utility:

1. The TrendManager Suite Security Configuration Utility (TMSSecurityCfg.exe) is a standalone
application intended to reset an existing account in case the password has been changed or another
account needs to be set for TrendManager Suite Application or TrendView Historian. The
Security Configuration Utility is shown below.

2. You need to provide valid user credentials that are intended to use with TrendManager Suite
or TrendView Historian.

3. To change the user account under TrendManager Suite or TrendView Historian it should be
provided in the following format:

a) For Local user account format —“User Name” or “Machine Name\User Name”.
Steps to check for “Machine Name”:

» Go to Start Menu>Control Panel> Start > Control Panel > System.

* You will see “Computer name” which is also “Machine Name”.

b) For Domain user account format — “Domain Name\User Name”. For this account if you

provide wrong password depending upon the domain policy, the account may get locked
after multiple tries.

4. On change of password for the given user account, under which TrendManager Suite or

TrendView Historian is running, it should be changed using the Security Configuration Utility to
make them run under that user account.

NOTE: Re-start of the system is mandatory to appl